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 Please provide details as requested in sections highlighted green. Please ensure to delete the unnecessary information where applicable

DATA SHARING AGREEMENT
Between
[insert the provider organization]
And
[insert the recipient organization]

(Individually a “Party” and collectively the “Parties”)
The Provider is engaged in the business training and research in the field of health sciences


And
…………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

The Parties recognize the need to make suitable arrangements herein with respect to the shipment of Materials, herein defined by [insert the provider organization]
as defined below.

PARTIES

This agreement is made and entered into by and between: 

(“PROVIDER) whose address and principal place of business is <<Insert site Name, full address, Country>>, (the “PROVIDER SITE”)

AND

<<Insert name of the Recipient>>, with offices located at ………<<Insert location and address>> (“RECIPIENT” representing the interests of Insert Sponsor name, having its registered office <<at …………….>>, <<insert country>> (the “SPONSOR”) on the other part.

OR (If there are no multiple labs)

<<RECIPIENT), with offices located at ………<<Insert location and address>> (“RECIPIENT SITE)” 
WHEREAS, the PROVIDER is conducting <<Insert study Title >>Protocol number<<.

WHEREAS, the parties have agreed that the PROVIDER will share research data collected in the course of the Study for << analysis or mention other purposes>> to RECIPIENT.

RECITALS:

A. The PROVIDER SITE is handling confidential DATA of the above study on behalf of the sponsor of the study, <<Insert sponsor name>> (THE “SPONSOR”).

B. The PROVIDER SCIENTIST << add name of the provider scientist, title and contact details>>
C. The RECIPIENT is a <<research institution/ organization/ university, select what is applicable>> designated by the SPONSOR and/or PROVIDER to conduct research into or with the DATA for the purpose of scientific research of the above-named STUDY.
D. The RECIPIENT SCIENTIST << add name of the recipient scientist, title and contact details>>
E. This agreement sets out the terms that the parties agree are to apply to the use of DATA by the RECIPIENT.

IT IS AGREED BETWEEN PARTIES THE FOLLOWING:
1. DEFINITIONS

Agreement means this data sharing agreement and all its annexes 

CUSTODIAN means a person or entity entrusted by the Donor with safeguarding and protecting their DATA
DATA means Data from Clinical, behavioral, implementation or other research projects, which may include anonymized Personal Information.

PERSONAL INFORMATION: means information and/or data about one or more living or dead person who is the subject of personal data (“Data Subject”) and who can be identified from that information, as provided under the Data protection and privacy Act, 2019 (as amended from time to time), including but not limited to surname, initials, date of birth, address and postal address, national insurance number, hospital or clinic number.
PURPOSE AND USAGE means the conduct of the Research as described in Study protocol and the information and consent form signed by Study Participants. The conditions for use by the RECIPIENT are fully described in the patient information and consent form. 

RESEARCH means the research program under which the DATA is going to be used is described in the Study protocol and patient information and consent form.

RESULTS means all information and tangible objects arising from the Recipient’s use of the DATA.

THIRD PARTY means any entity or person other than the parties who have signed off on this agreement 

2. PURPOSE OF SHARING DATA
2.1 This Agreement establishes the terms and conditions under which <<PROVIDER>> will provide data to [RECIPIENT ORGANISATION] in order to [INSERT THE PURPOSE OF SHARING DATA] collected through the study [INSERT THE STUDY NAME] and how [RECIPIENT] will store, maintain, and use the data collected from Ugandan citizens.

2.2 The investigators and collaborating institutions as outlined in the protocol (PROVIDER and the RECIPEIENT org.) retain shared ownership of the secondary data and coauthor rights.

2.3 The terms of this Agreement can be changed only by a written modification of the agreement by the authorized signatories of the Parties (or their designated representatives) to this Agreement or by the parties adopting a new agreement in place of this Agreement.  

2.4 Any other uses will be subject to prior approval by an accredited REC, UNCST, PROVIDER and the study’s Principal Investigators (PIs). 
3. DESCRIPTION OF DATA 

<<Please provide a detailed description of the data requested by the recipient scientist/ organization>>
4. JUSTIFICATION 

<<Briefly give a clear justification for data sharing>>
       5. OWNERSHIP AND USE OF DATA
5.1 
PROVIDER retains ownership of the Data.  

5.2 
The Recipient shall not allow any third party, either directly or indirectly, access to the Data that has participants identifiers, or otherwise supply the Data to any third party with participants identifiers. 

5.3 
Data not posted in a public repository, The Recipient and the Recipient Scientist shall refer to PROVIDER any request for the Data from anyone other than those persons working under the Recipient Scientist's direct supervision.

5.4 
The Recipient acknowledges that the Data are or may be the subject of a patent application or other intellectual property rights. Except as provided in this Agreement, no express or implied licences or other rights are provided to the Recipient under any proprietary rights of PROVIDER including without limitation patents, patent applications or trade secrets.  

5.5
If the Recipient desires to use, license or otherwise provide the Data for commercial purposes, the Recipient shall first negotiate in good faith with PROVIDER to establish the terms of a commercial licence.  PROVIDER shall have no obligation to grant such a licence to the Recipient, and may grant exclusive or non-exclusive commercial licences to others, or sell or assign all or part of the rights in the Data to any third party.
6. PRIVACY AND CONFIDENTIALITY
6.1
 The Recipient agrees to hold and to procure the holding in strictest confidence of the Data and PROVIDER confidential relating to the Data (“Information”).  These obligations of confidentiality do not apply to Information which:

a) was lawfully in the Recipients possession or control prior to the date of disclosure; or

b) was in the public domain or enters into the public domain through no improper act on the Recipient’s part or on the part of any of the Recipient’s employees; or

c) is given to the Recipient from sources independent of PROVIDER; or

d) was independently developed by the Recipient without the knowledge of the Information provided by PROVIDER as evidenced by contemporaneous written records; or

e) must be disclosed for minimum lawful compliance with court orders, regulations or statutes. 
6. 2 
The Recipient understands that the Data are confidential. The Recipient shall keep the Data secure at the Recipient Scientist’s laboratory or any other agreed place of storage and ensure that no one other than the Recipient Scientist and the employees under the direct supervision of the Recipient Scientist who have a need to have access to the Data for purposes of research have access to them.

6.3 
These obligations of confidentiality and non-use shall survive termination of this Agreement for a period of [Insert duration of agreement e.g 3 years].
7. PUBLICATION
The Recipient is free to publish the results of the data collected from research participants provided that the Recipient shall acknowledge (as co-authors or similar) PROVIDER and/or the Originator as the source of the Data in any publication which mentions the Data.  The Recipient agrees not to disclose PROVIDER. Information without seeking permission from PROVIDER prior to publishing.  The Recipient shall send the Originator reprints of any publications acknowledging use of the secondary data.

Results
7.1 

The recipient will promptly disclose all Results to PROVIDER, to be held in confidence by PROVIDER until published in accordance with this Agreement.

7.2 

The Results of the research shall be owned by both the provider and recipient organizations.  The recipient shall promptly notify PROVIDER of any application for a patent or any other proprietary rights in order to protect any intellectual property contained in results.  

7.3 

The recipient shall grant to PROVIDER a non-exclusive, royalty free licence to use Results for internal, non-commercial purposes including without limitation, the right of inclusion of arising data in PROVIDER data bank.
8. TERMINATION
This Agreement will terminate on the earliest of the following dates: (a) on completion of the planned research activities as stipulated in the approved protocol; b) on thirty days’ written notice from one party to the other; or (c) on expiration of the Term. The Term may be extended with the written agreement of PROVIDER. Permission to extend the Term must be sought by the Recipient three (3) months before the expiry of the Term.

9. DATA PROTECTION & SECURITY
9.1
If the Data includes any identifiable Personal Data, the Recipient shall:


9.1.1
Take appropriate technical and organizational measures against the unauthorized or unlawful processing and/or use of the data, derived from all confidential information, against the accidental loss or destruction of, or damage to, such data and information.

9.1.2
Ensure that the measures referred to in clause 9.1.1 shall include the measures set out in Schedule A. 

9.1.3
Restrict access to any data derived from all confidential Information to such of its employees who strictly need access to such data and/or information to undertake a research study, and shall ensure that all such employees are reliable, and informed of the confidential nature of such data and/or information and the importance of processing it securely. ACCESS TO DATA DURING MONITORING VISITS 
9.2
For the avoidance of doubt, the recipient undertakes that it shall not disclose to a third party, whether in connection with the provider or otherwise, any data and/or information contained in or derived from the data, which constitutes Personal Data. 

9.3 
[Recipient scientist/ organization shall provide details about where the data will be stored e.g Details of the server and its location, data fax, etc]
10. DATA COLLECTION, MANAGEMENT AND PROCESSING 
 [Please describe the methods of data collection, management and processing you plan to use. You may seek assistance from data managers/ Statisticians]
11. METHODS OF DATA SHARING 
[Please describe the methods of data sharing you plan to employ. You may seek assistance from data managers]
12. PERIOD OF USE 
12. 1 

The data sharing agreement will begin immediately upon the signatures of all responsible parties and UNCST approval and will be terminated within [period of time] after receipt of the data at [Recipient Org].  This agreement may be extended upon mutual agreement by all parties.  
12.2 

All research data collected from Ugandan participants shall remain available for at least five years after completion of a research studies. For clinical trials, data shall remain available for at least 20 years after completion of the trial.
13. GOVERNING LAWS
13.1 

To the extent permitted by applicable law, the Recipient hereby agrees to defend, indemnify, and hold the Provider harmless from any loss, claim, damage, or liability, of whatsoever kind or nature resulting from the Recipient’s improper use, disposition, handling or storage of the Data, except to the extent caused by the negligence or willful misconduct of the Provider.
13.2 

The Recipient shall use the Data in accordance with the highest standards of skill and care and shall ensure compliance [with any applicable laws and regulations] governing the use, handling, storage or disposal of the Data.

13.3 

This Agreement constitutes the entire agreement and understanding of the parties and supersedes all negotiations, understandings or previous agreement between the parties relating to the subject matter of this Agreement.

13.4 

Dispute Resolution:  If the parties are unable to settle any dispute by negotiation within twenty-eight (28) days from the date of notification, the parties will attempt to settle it by mediation in accordance with the Centre for Effective Dispute Resolution (CEDR) Model Mediation Procedure.
14. WARRANTY
14.1 

<< Please mention the PROVIDER >>provides the Data “as is” and makes no representations and extends no warranties of any kind, either expressed or implied in regards to the Data. There are no express or implied warranties of merchantability or fitness for a particular purpose, or that the use of the Data will not infringe any patent, copyright, trademark, or other proprietary rights.
14.2 

To the extent allowed by law, recipient assumes liability for claims for damages against it by third parties which may arise from its use, storage, processing, distribution, or disposal of the Data except that, to the extent permitted by law, provider shall be liable to recipient when the damage is caused by the gross negligence or willful misconduct of provider.
14.3 

In no event shall PROVIDER be liable for any research misconduct use of Data by the recipient or Recipient Scientist. Recipient agrees to be liable for any loss, claim, damage or liability, of whatsoever kind or nature, due to or arising from the use, handling, storage or disposal of the Data by the Recipient. 
15. FINANCIAL COSTS
The Data are supplied without cost but the Recipient shall reimburse <<PROVIDER >> for any reasonable and related costs that may be incurred when preparing and sending the Data to the Recipient.
 16. AMENDMENT
With respect to the subject matter of this Agreement, this Agreement sets forth the entire understanding between the Parties and cannot be changed or amended except by mutual agreement executed by the Parties in writing.
17. TERMINATION OF THE DSA.
This Agreement will terminate on the earliest of the following dates: (a) on completion of the planned research activities as stipulated in the approved protocol; b) on thirty days’ written notice from one party to the other; or (c) on expiration of the Term. The Term may be extended with the written agreement of PROVIDER. Permission to extend the Term must be sought by the Recipient three (3) months before the expiry of the Term. 

The Agreement will be effective for the Term set forth in the introductory paragraph above.  This Agreement may be terminated in whole or in part by mutual agreement among all the Parties. In addition, any Party’s participation in this Agreement may be terminated by the other Party hereto under the following circumstances and on the following terms and conditions:
(a) if a Party should at any time default or commit any Data breach of any covenant in this Agreement, and fail to remedy or cure such default or breach within thirty (30) days of its receipt of written notice from the other party of such default or breach; or 

(b) if a Party becomes insolvent or files for bankruptcy and has not cured within thirty (30) days of filing, termination will occur immediately upon written notice.

 [END]
EXECUTED as an AGREEMENT

IN WITNESS WHEREOF by signature of their respective authorized officers, the parties agree to be bound by the terms of this Agreement.
	<<PROVIDER ORGANIZATION >> 
<<Provider scientist details>>


Signature: _____________________
Name: ________________________ 

Title: _________________________

Date:  ________________________
<<PROVIDER ORGANIZATION >> 

<<HoD/ Legal expert/ specialist. scientist details>> >>

Signature: ______________________

Name:  _________________________

Title:    _________________________


Date:
__________________________
<<Insert PRINCIPAL INVESTIGATOR’S Name>>

Signature: ____________________
Name:  _________________________

Title:    _________________________


Date:
__________________________

<<Insert Sponsor Name (IF APPLICABLE/CLINICAL TRIALS)>>


Signature: _____________________
Name: ________________________

Title: _________________________

Date:  ________________________

Having read this Agreement, I hereby agree to act in accordance with all the terms and conditions herein and applicable PROVIDER ORG. policies.
	<<Indicate RECIPIENT Scientist>>

Signature: _____________________
Name: ________________________

Title: _________________________
Date:  ________________________




<<Insert Details for Additional Central Labs if applicable (add more signature Blocks as applicable)>>

Signature: ________________________

Name: ____________________________

Title: ____________________________ 

Date:  ____________________________
Annexure A:
Security Measures to be adopted by the Recipient

· Be clear about who is responsible for ensuring information security.

· Design and organize security measures, based on a risk assessment, to fit the nature of the Data received from <<PROVIDER>> and the harm that may result from a security breach.

· Make sure the right physical and technical security is in place at all times, backed up robust policies and procedures (copies to be provided to <<PROVIDER>> on request) including, without limitation, the following:

· ensure the hardware and software used in processing the Data are reliable and are protected against all kinds of malicious software and viruses;

· ensure method of storing Data is secure including the keeping of Data in a secure room and controlling access by personnel to locations where Data is stored;

· use password protection on computer systems on which data is stored and ensure that only authorized personnel are given details of the password;

· prevent computer screens from being overlooked by unauthorized persons;

· ensure that all individuals who have access to the Data are reliable and are trained on how to comply with the Act;

· ensure there is proper control of remote access; and that material is not downloaded to portable devices unless strictly necessary and only then if encrypted; and

· have a secure method of disposal for back-ups, disks and print outs.

· Prevent unauthorized access to the Data; have in place methods for detecting and dealing with breaches of security including the ability to identify which individuals have worked with specific data and having a proper procedure in place for investigating and remedying breaches of data protection procedures.

· Ensure a swift and efficient response to any breach of security; and prompt reporting of any security breaches and responses to requests for information to <<PROVIDER>>.
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